**CHAPTER 8: DATABASE & WEB SECURITY**

**Database**

* Các nguy cơ bảo mật của DB
* Dạng tấn công phổ biến: SQL Injection, DB Inference
* Attack – SQL Injection
  + Cách sử dụng các dạng biểu thức, ký hiệu, chuỗi trong câu lệnh SQL để khai thác database
* Attack DB Inference
  + Các dạng suy luận
* Giải pháp ngăn chặn

**Web**

* Các nguy cơ bảo mật của web (website, webserver)
* Các dạng tấn công
* Các dạng tấn công phổ biến XSS, CSRF
  + Cách thức hoạt động
  + Cách sử dụng để khai thác
* Giải pháp ngăn chặn